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Foreword

According to the Association of Certified Fraud Examiners’
2010 Report to the Nations on Occupational Fraud and
Abuse, certified fraud examiners estimate that organizations
lose, on average, about 5 percent of their revenues to dishon-
esty from within.

If multiplied by the estimated Gross World Product, the
cost of occupational fraud and abuse may run a staggering
$2.9 trillion annually. By the breadth of the definition, it cov-
ers all corporate dishonesty—from the mailroom to the
boardroom. While executives are “cooking” the company’s
earnings to show better profits, purchasing agents are getting
kickbacks from suppliers, and employees are embezzling
money to improve their lifestyles.

Knowing how much fraud actually costs is an impossible
task. The cases we know about only represent the tip of the
iceberg; those discovered tend to be greedy or careless. Execu-
tives and employees who are neither may well commit fraud
throughout their entire careers and get away with it.

The huge cost of occupational fraud begs an obvious ques-
tion: Why does it occur? The answers aren’t always easy.
Although the simple explanation is greed—a natural human
trait—even greedy people don’t always lie, cheat, and steal.
A more complete answer for corporate dishonesty involves
three factors: the individual, the workplace, and society.

Individuals likely to commit occupational fraud are often
on the financial ropes. This can occur when people spend
more money than they make or when there is a personal
financial crisis demanding immediate resolution. Although
many of us have had such difficult situations, dishonest
employees are more likely to salve their consciences with ratio-
nalizations that justify fraud. In short, they lack the convictions
of their own ethics.

Workplace environments also contribute to occupational
fraud. Organizations that are viewed by employees as uncar-
ing, stingy, or dishonest can run a much higher risk of being
victimized from within. Many workers—in an attempt to
right what they consider to be corporate wrongs—may
address these perceived injustices in a variety of ways: gold-
bricking, excessive absences, pilferage, and dishonesty.

Moreover, some entities unwittingly contribute to the prob-
lem. By failing to establish reasonable workplace conditions,
safeguards, and controls, companies might make fraud too
easy, and thus too tempting. Organizations have a duty to
help keep the workforce honest. Societal conditions also influ-
ence the rate of occupational fraud. If dishonesty is easily

accepted and goes largely unpunished, we can only expect it to
thrive.

It was my own search for answers to occupational fraud 20
years ago that led me to W. Steve Albrecht. In the early 1980s,
after 10 years with the FBI, I practiced as a fraud examiner.
Increasingly, my corporate clients were referring me cases of
embezzlement, corruption, and other misdeeds.

One client, certainly on the cutting-edge at the time,
wanted help in developing an antifraud program. That request
led me to the vast libraries of the University of Texas at Aus-
tin, where I discovered one of Dr. Albrecht’s first published
works on the subject, Deterring Fraud: The Internal Auditor’s
Perspective.

After reading this seminal research by Steve and his collea-
gues, I sought him out personally. Even though Steve had
never heard my name, he graciously invited me to Brigham
Young University, where he was teaching. Dr. Albrecht
answered my questions and volunteered his valuable time to
aid on the topic of occupational fraud. After that, we’ve always
stayed in touch.

Neither of us then could have imagined the paths our
lives would take together. In 1988, Steve was a major influence
in encouraging me to start the Association of Certified
Fraud Examiners, and he served with distinction as its first
president.

Since that time, the ACFE has grown to the world’s largest
antifraud organization with nearly 60,000 members in over
140 countries. Steve’s lifetime of contributions to the field of
fraud detection and deterrence simply cannot be overstated.
The ACFE recognized the enormity of Dr. Albrecht’s body of
work in 1998 when it honored him with its most valued prize:
the Cressey Award.

However, the many awards Steve has received do not
capture the kind of man he is. A devoted father and husband,
Steve lives his life by high example. Regardless of his many
accomplishments, you won’t hear about them from him;
humility is one of his most endearing traits. I have had the plea-
sure of meeting the coauthors, Conan and Chad Albrecht,
two of Dr. Albrecht’s sons. There is no question that they
will carry on his work. I am proud to call Steve my great
friend.

Steve and I are of a common mind when it comes to fraud.
First, the accounting community, which has the lion’s share of
responsibility to control occupational fraud, is ill-equipped for
the job. Second, education is the cornerstone to preventing
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fraud. The more we know, the less likely we are to become
victims.

The terms “fraud examination” and “forensic accounting”
are often used interchangeably. However, they refer to differ-
ent but overlapping concepts. The latter phrase, although
highly popular as a euphemism for fraud investigation, actu-
ally refers to any kind of accounting work done for litigation
purposes.

According to the Fraud Examiners Manual, fraud exami-
nation is a methodology for resolving allegations of fraud
from inception to disposition. The process involves gathering
evidence, taking statements, writing reports, and assisting in
the detection and deterrence of fraud. Although many orga-
nizations employ fraud examiners, audit professionals and
others also conduct fraud examinations on a limited, as-
needed basis. The fraud examination field draws its common
body of knowledge from four areas: accounting and auditing,
fraud investigation techniques, the legal elements of fraud,
and criminology and ethics. Steve’s work in helping define
this field was indispensable.

For accountants, antifraud education has been practically
nonexistent for decades. One of the main reasons has been
the lack of authoritative texts on the subject. Educators and
students alike will find Fraud Examination to be a solution.
Packed full of real examples, thought-provoking discussion
issues and questions, this book is ideal for both undergraduate
and graduate students.

Moreover, practitioners will find a great deal of guidance in
resolving current cases. Managers and executives will benefit
from understanding the myriad of issues that can assist them
in deterring occupational fraud. And for all of us,
Fraud Examination is simply a wonderfully engaging read.

Dr. Joseph T. Wells, CFE, CPA
Chairman of the Board of Directors

The Association of Certified Fraud Examiners
Austin, Texas

jwells@acfe.com
http://www.acfe.com/home.asp
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Preface

Fraud examination (sometimes called forensic accounting) is
one of the most exciting careers for students studying account-
ing and business today. The AICPA has called forensic
accounting one of the hot new “sizzling” career areas in
accounting. It is estimated that there will be a shortage of
between 25,000 and 50,000 security professionals in the next
few years in the United States. Exciting opportunities for
accounting and business students who become knowledgeable
in fraud prevention, detection, and investigation abound in
various federal agencies, such as the FBI and Postal Inspectors,
major corporations, and professional service and consulting
firms. Both the size and the number of frauds are increasing,
which will result in an even greater demand for fraud-fighting
professionals in the future.

You’ve probably heard about Enron, WorldCom, Madoff,
and other major frauds. But, there are many other types of
frauds that occur every day. Fraud is an extremely costly busi-
ness problem. For example, not long ago a Fortune 500 auto-
maker experienced a $436 million fraud. Because the fraud
reduced the company’s net income by $436 million from
what it would have been and because the company had a
profit margin (net income divided by net sales) of approxi-
mately 10 percent, the company would have to generate an
additional $4.36 billion (10 times the amount lost in the
fraud) in revenues to restore net income to its prefraud level.
If you assume that an average car sells for $30,000, this com-
pany would have to make and sell over 145,000 additional cars
($4.36 billion divided by $30,000 sales price) to recover the
effect on net income. In other words, this company faced a
major business problem: it could either make and sell
145,000 more cars, or it could work hard to prevent these
types of frauds from occurring in the future. When faced
with the choice of generating that much additional revenue—
which would have been difficult if not impossible—the com-
pany decided that reducing and eliminating future frauds was
the more effective way to spend its money. As a result, it hired
additional fraud and control experts and implemented exten-
sive fraud prevention procedures throughout the organization.
Eliminating fraud is a problem that every organization faces,
and you can help them deal with this growing problem.

Even if you decide not to become a fraud expert, the
topics you will study in this book will help you be a better
professional in whatever career path you choose. The tech-
nology, interviewing, document examination, public records,
and other tools and knowledge you will gain will make you a
better consultant, auditor, tax professional, or manager, as
well as a better and more astute investor.

As you will discover in this book, there is a very active
professional organization that deals with fighting fraud called
the Association of Certified Fraud Examiners (ACFE), which
currently has over 40,000 members and is based in Austin,
Texas. This organization, as well as others, can provide future
fraud training. In addition, the ACFE will provide its educa-
tional materials free of charge to institutions of higher learn-
ing that agree to offer a three-hour course entitled “Fraud
Examination.” These materials include several original videos
related to fraud detection and prevention. A complete listing
of the ACFE’s materials and other information can be found
at the association’s Web site at www.acfe.com.

New to This Edition
For our fourth edition, we have added enhancements and
updates that will help you better understand the significance
of fraud in the modern business world. In this revision, there
has been a significant amount of changes to each chapter:

In Part 1 of the textbook, we introduce students to new
frauds such as the Madoff Scandal in Chapter 1. All chapters
in Part 1 have introduced new references, inserted additional
learning objectives, updated all statistics (including informa-
tion about the COSO report in Chapter 2), added a new
section on the ACFE, added additional end-of-chapter ques-
tions, and overall increased readability and layout of each
chapter in the first part of the book. Also, the Red Hat section
in Chapter 3 has been moved to create Appendix A.
Parts 2 and 3 of the textbook also contains new learning
objectives, new references, new statistics, and increased
readability and layout of the chapters. Chapter 6 contains
new updates to reflect the current state of technology and
software packages. The technology assignments in Chapter
6 have been revised to be compatible with the student
version of ACL.
Chapters 7–10 in Part 4 contain information on the most
recent software for detecting fraud, updates to the public
record search sites, and we updated the FBI information
with the most recent data available. All chapters have also
undergone significant changes to certain sections to
improve readability. As with the previous chapters, addi-
tional end-of-chapter questions and references have also
been added.
Part 5 contains new cases and has changed the main fraud
case from Rite Aid to Enron in order to present students
with a more widely known financial statement fraud case.
It also contains a discussion of the subprime lending crisis,
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Lehman Brothers and the Satyam frauds, and provides
more current evidence of the problem of financial state-
ment fraud. Chapter 17 contains new examples from
recent events and surveys. This chapter also discusses
changes in technology which present new challenges to
fraud detection and prevention. New cases help students
familiar with mobile platforms and social networks see
fraud from these perspectives.
Overall, the textbook contains several new cases that detail
recent frauds and many of the former cases were reworked
in order to make them more understandable for students.

Featured Topics by Chapter
In this book, we cover seven different topics:

Part 1, comprising Chapters 1, 2, and 3, provides an
introduction to fraud and an overview of the fraud
problem. Chapter 1 discusses the nature of fraud, Chapter
2 describes fraud perpetrators and their motivations for
being dishonest, and Chapter 3 provides an overview of
the different ways to fight and, hopefully, reduce fraud.
The second and third parts of the book focus on fraud
prevention (Chapter 4) and fraud detection (Chapters 5
and 6.) Chapter 5 provides an overview of and discusses
traditional fraud detection methods, while Chapter 6
introduces you to the use of technology to proactively detect
fraud.
Part 4 covers the various elements of fraud investigation.
In Chapter 7, we cover theft act investigation methods; in
Chapter 8, we cover concealment investigation methods;
in Chapter 9, we discuss conversion investigative meth-
ods; and in Chapter 10, we cover various types of inter-
viewing and other query approaches to investigating
fraud. The interview techniques you learn in Chapter 10
will make you a more discerning husband or wife, parent,
manager, employee, or friend.
Parts 5 and 6 discuss the various types of fraud. In Part
5, we include three chapters on management, or financial
statement, fraud. In Chapter 11, we provide an overview
of financial statement fraud and introduce a proactive
model for detecting fraud and errors in the financial
statements. In Chapter 12, we discuss both revenue- and
inventory-related frauds, the two most common ways to
intentionally misstate financial statements. In Chapter
13, we discuss three other types of financial statement
frauds: understating liabilities and expenses, overstating

assets, and inadequate disclosures. These chapters will
help you better understand and critique the financial
statements of any organization.
In Part 6, we discuss four other types of fraud. Chapter 14
covers fraud committed against organizations by
employees, vendors, and customers. Chapter 15 covers
consumer fraud, a chapter that will have immediate rel-
evance to you and will alert you to the fraud exposures
you face every day. Chapter 16 introduces divorce, tax,
and bankruptcy fraud, all of which are very common
because people often try to hide assets from those who
want to take them away—the government in the case of
taxes and others in the cases of divorce and bankruptcy.
Chapter 16 also covers money laundering frauds. Chapter
17 discusses e-business frauds, a growing type of fraud
problem because of the increasing use of the Internet to
conduct business.
The final part in the book—Chapter 18—discusses
options that victims have when deciding how to follow-up
on frauds they experience. This chapter provides an
overview of the criminal and civil statutes governing
fraud legal proceedings and helps you understand the
various ways organizations have to resolve dishonest acts.

We realize that there are many other fraud-related topics that
we could have included. We have tried to strike a balance
between brevity and topics of general interest and detailed
investigation and specific knowledge that experienced profes-
sional fraud examiners would need. We also realize that, for
most of you, this book will be used in the only fraud-related
course you will take in your college studies. We are certain,
however, that studying fraud will be one of your most exciting
courses and will spark an interest that will stimulate career-
changing plans for many of you. At a minimum, after studying
fraud examination, you should be a much more careful investor
and business decision maker. You will never view business
transactions or reports the same way, and you will be a much
more careful and skeptical observer and participant in future
endeavors.

We are excited to share this exciting topic with you. We
wish you success and enthusiasm as you study this book, and
we welcome suggestions for improvement.

W. Steve Albrecht, Ph.D., CFE, CPA, CIA
Chad O. Albrecht, D.E.A.1

Conan C. Albrecht, Ph.D.
Mark F. Zimbelman, Ph.D., CPA (inactive)

1D.E.A.—Diploma de Estudios Advanzados or First Doctoral Degree. The D.E.A. is similar to the British Master of Philosophy or the French
Diploma D’etudes Approfondies.
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C H A P T E R 1
The Nature of Fraud

L E A R N I N G O B J E C T I V E S

After studying this chapter, you should be able to:

Understand the seriousness of fraud and how fraud affects individuals, consumers,
organizations, and society.

Define fraud.

Understand the different types of fraud.

Understand the difference between fraud committed against an organization and
fraud committed on behalf of an organization.

Understand the difference between criminal and civil fraud laws.

Understand the types of fraud-fighting careers available today.

T O T H E S T U D E N T

With this chapter, you are
embarking on an exciting jour-
ney of the study of fraud. Many
of you will find this course
more interesting than any other
course you have taken before.
Chapter 1 will provide an over-
view of fraud—what is fraud,
how serious is the problem,
fraud-fighting careers, criminal
and civil laws, and other over-
view topics.
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On December 11, 2008, the Federal Bureau
of Investigation (FBI) arrested Bernard

“Bernie” Madoff for perpetrating the single
largest investment fraud in the history of the
world. A day earlier, Madoff’s own sons had
turned him in, reporting to authorities that
Madoff’s wealth management business was
not a legitimate business but was a shell
company for a large scam. On March 12,
2009, Madoff pled guilty to 11 federal crimes
and admitted to operating the largest Ponzi
scheme in history. On June 29, 2009, he was
sentenced to 150 years in prison and ordered
to make restitution payments of $17 billion.

Madoff was born in Queens, New York,
and later graduated from Hofstra College in
1960. After college, he dedicated himself to
building his firm, Bernard L. Madoff Invest-
ment Securities, where he remained until
his arrest in 2008. Throughout his career,
Madoff became one of the most respected
and trusted individuals on Wall Street, serv-
ing both as Chairman of the Board of Direc-
tors and on the Board of Governors of the
NASD (National Association of Securities
Dealers). Madoff was also actively engaged
in creating the technology that eventually
became the NASDAQ stock exchange.

Madoff perpetrated his scheme by consis-
tently providing high returns for his inves-
tors. Madoff claimed that he was able to
provide such returns by investing in what
is known as a split-strike conversion strat-
egy. A split-strike conversion strategy is a
complicated investment where investors
take a long position in equities together
with a short call and a long put on an equity
index to lower the volatility of the position.1,2

While the entire split-strike conversion strat-
egy may seem very elaborate, the strategy
was nothing more than a tool employed by
Madoff to attract additional investors to his
large Ponzi scheme.

A Ponzi scheme is a type of fraud that lures
investment funds from victims and then pays
those victims a premium or interest from
money that is paid by subsequent investors.3

Without intervention, Ponzi schemes will con-
tinue to grow until new recruits become
unavailable, at which time, the scam breaks
down and is discovered.

Individuals throughout the world lost
money in Madoff’s pyramid scheme.4 While
many of the victims were blue-collared work-
ers who came from humble backgrounds,
others were extremely wealthy. For example,
Prince Michel of Yugoslavia traveled across
Europe to raise money for Madoff. Other vic-
tims included various royal families and even
London’s House of Lords. Actor Kevin Bacon
and producer Steven Spielberg, as well as
various other Hollywood movie stars, had
invested with Madoff. Because Madoff
had connections with the Jewish community,
many Jewish charities and institutions lost a
significant amount of money in the scam.5

Seriousness of the Fraud
Problem
Bernard Madoff is an example of an individual who
misrepresented himself and his company to commit
fraud. Investment fraud, like the fraud committed by
Bernard Madoff, is just one of the many types of frauds
that present major problems for businesses and consu-
mers throughout the world.

Although most people and even most researchers
believe that fraud is increasing both in size and fre-
quency, it is difficult to know for sure.6 First, it is
impossible to know what percentage of fraud perpetra-
tors are caught. Are there perfect frauds that are never
detected, or are all frauds eventually discovered? In
addition, many frauds that are detected are quietly han-
dled by the victims and never made public. In many
cases of employee fraud, for example, companies
merely hide the frauds and quietly terminate or transfer
perpetrators rather than make the frauds public. Com-
panies and individuals who have been defrauded are
often more concerned about the embarrassment of
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making frauds public, and the costs of investigating
fraud, than they are about seeking justice and punish-
ing fraud perpetrators.

Statistics on how much fraud is occurring, whether
it is increasing or decreasing, and how much the aver-
age fraud costs come from four basic sources.

1. Government agencies—Agencies such as the FBI,
FDIC, IRS, and various other agencies publish
fraud statistics from time to time, but these orga-
nizations only publish those statistics that are
directly related to their jurisdictions. As a result,
their statistics are not complete and do not provide
a total picture of fraud—even in the areas for
which they have responsibility.

2. Researchers—Researchers often conduct studies
about particular types of fraud within certain indus-
tries. Unfortunately, data on actual frauds are hard to
obtain and, as a result, most research only provides
small insights into the magnitude of the problem,
even in the specific areas being studied. Comprehen-
sive research on the occurrence of fraud is rare and is
not always based on sound scientific approaches.

3. Insurance companies—Insurance companies often
provide fidelity bonding or other types of coverage
against employee and other fraud. When fraud
occurs, they undertake investigations and, as a
result, collect some fraud statistics. Generally, how-
ever, their statistics relate only to actual cases
where they provided employee bonding or other
insurance. At best, their analysis of the problem is
incomplete.

4. Victims of fraud—Sometimes we learn about fraud
from those who have been victims. In almost all
industries, there is no organized way for victims to
report fraud and, even if there were, many companies
would choose not to make their fraud losses public.

The Association of Certified Fraud Examiners
(ACFE), the world’s largest anti-fraud organization
with approximately 70,000 members (see www.acfe
.com), regularly conducts one of the most comprehen-
sive fraud studies in the United States. First conducted
in 1996 and then conducted again in 2002, 2004, 2006,
2008, 2010, and 2012, the ACFE study, also known as
the Report to the Nations on Occupational Fraud &
Abuse, is based on actual fraud cases reported by certi-
fied fraud examiners (CFEs) who investigate the frauds.

The 2012 study estimates that organizations lose
roughly 5 percent of their annual revenues to fraud.

Applied to the 2011 Gross World Product, this 5 percent
figure translates to a projected global fraud loss of $3.5
trillion. The median loss caused by the occupational
fraud cases in their study was $140,000 with more than
one-fifth of all cases causing losses of at least $1 million.

Even with the difficulties in measuring fraud, most
people believe that fraud is a growing problem. Both
the numbers of frauds committed and the total dollar
amounts lost to fraud seem to be increasing.7 In the
past few years alone, we have seen huge frauds both
in the form of the largest-ever investment scam com-
mitted by Bernard Madoff as well as the massive frauds
in the mortgage and insurance industries that contrib-
uted to the world’s economic decline.8

Because fraud affects how much we pay for goods
and services, each of us pays not only a portion of the
fraud bill but also for the detection and investigation of
fraud. It is almost impossible to read a newspaper or
business magazine without coming across multiple
incidents of fraud.

Even more alarming than the increased number of
fraud cases is the size of discovered frauds. In earlier
times, if a perpetrator wanted to steal from his or her
employer, he or she only had to physically remove the
assets from the business premise. Because of fear of
being caught with the goods, frauds tended to be
small. With the advent of computers, the Internet,
and complex accounting systems, perpetrators now
need only to make a telephone call, misdirect purchase
invoices, bribe a supplier, manipulate a computer pro-
gram, or simply push a key on the keyboard to mis-
place company assets.9 Because physical possession of
stolen property is no longer required and because it is
just as easy to program a computer to embezzle $1
million as it is $1,000, the size and number of frauds
have increased tremendously.

In addition, as companies have given in to the pres-
sures to meet Wall Street’s earnings expectations and as
these pressures to “meet the numbers” have intensified,
some very large financial statement frauds have been
committed. Hundreds of million- and even billion-
dollar frauds are not unusual and, in some cases, the
market value of the company’s stock has declined by
billions of dollars.

To understand how costly fraud is to organizations,
consider what happens when fraud is committed
against a company. Losses incurred from fraud reduce
a firm’s income on a dollar-for-dollar basis. This means
that for every $1 of fraud, the net income of the firm is
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reduced by $1. Since fraud reduces net income, it takes
significantly more revenue to recover the effect of the
fraud on net income. To illustrate, consider the $436
million fraud loss that a large U.S. automobile manu-
facturer experienced a few years ago.10 If the automo-
bile manufacturer’s profit margin (net income as a
percentage of revenues) at the time was 10 percent,
the company would have to generate up to $4.36 billion
in additional revenue (or 10 times the amount of the
fraud) to restore net income to what it would have been
without the fraud. If we assume an average selling price
of $20,000 per car, the company must make and sell
an additional 218,000 cars to make up for the fraud.
Considered this way, fighting fraud is serious business.
The automobile company can spend its efforts in
manufacturing and marketing additional new cars, or
reducing fraud, or a combination of both. One of the
authors consulted with the company after this fraud
occurred. His advice to the top executives of the com-
pany (the management committee) was “You don’t
have a fraud problem; rather, you have a business prob-
lem. You can either stop these types of fraud from
occurring or you can make and sell hundreds of thou-
sands of additional cars. The effect on net income is the
same.” Viewed this way, the executives decided that,
indeed, fraud was a serious business problem.

As another example, consider the case of a large
bank that was the victim of several frauds that totaled
approximately $100 million in one year alone. With a
profit margin of 5 percent, and assuming that the bank
made $100 per checking account per year, how many
new checking accounts must the bank generate to com-
pensate for the fraud losses? The answer, of course, is
up to 20 million new checking accounts ($100 million
fraud loss/0.05 = $2 billion in additional revenues;
$2 billion/$100 per account = 20 million new accounts).

Firms are not the only victims of fraud. In the aggre-
gate, national economies also suffer from large-scale
fraud and corruption. If we use the logic described in
the case of the automobile manufacturer described ear-
lier, we can better understand how, from a macrolevel,
countries suffer from fraud. Take, for example, three
different economies. If Economy A, whose profit mar-
gin is 10 percent, loses $500 million to fraud, it must
generate $5 billion of additional revenue to offset the
loss to net income. If Economy B, whose profit margin
is also 10 percent, loses $200 million to fraud, it must
generate an additional $2 billion. Finally, if Economy
C, whose profit margin is 5 percent, loses $100 million
to fraud, it must also generate an extra $2 billion. The

strain fraud imposes on economies throughout the
world is tremendous. If just one fraud is prevented,
billions of dollars can be saved—resources that can be
reinvested in building the economy. Given this analysis,
it is easy to see how difficult it is for countries with
high amounts of corruption to ever compete with
countries with low rates of corruption. High-
corruption countries are constantly trying to overcome
fraud losses, while low-corruption countries are grow-
ing and moving ahead. As a result, many honest econ-
omists, politicians, and regulators spend a considerable
amount of time and resources trying to reduce fraud.

In addition to the actual reduction of a country’s total
GDP, the amount of fraud an economy suffers has a big
impact on how willing investors are to invest in a given
economy. When fraud and corruption levels are high in a
country, for example, investors lose confidence in the integ-
rity of the country and become more hesitant to invest
resources. The same is true with organizations. After the
revelations of corporate wrongdoing in the early 2000s in
the United States, for example, foreign investors’ purchases
of U.S. stocks dropped to $49.5 billion, the lowest level since
1996. Whether these foreign investors’ funds moved to
stocks in other economies that were deemed safer or
whether investors decided to stand on the sidelines and
wait out the corporate scandals is not clear. What is clear
is that the U.S. economy was significantly hurt by the fraud-
ulent acts at Enron, WorldCom, and others.

Because of different cost/revenue structures, the
amount of additional revenues a firm must generate
to recover fraud losses varies from firm to firm, from
industry to industry, and from country to country.
However, it is easy to see that in order to maximize
profits, eliminating fraud should be a key goal of
every organization or country. The best way to mini-
mize fraud is to prevent it from occurring. In this book,
we will cover fraud prevention, as well as fraud detec-
tion and investigation.

Remember this …
Statistics about how much fraud is occurring are
difficult to get. However, all signs indicate that
fraud is increasing both in frequency and amount.
Fraud is very costly to organizations and to econo-
mies. Because fraud reduces net income on a
dollar-for-dollar basis, the amount of additional
revenue needed to restore the stolen funds is
many multiples of the amount of the fraud.
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What Is Fraud?
There are two principal methods of getting something
from others illegally. Either you physically force some-
one to give you what you want (using a gun, knife, or
other weapon), or you trick them out of their assets.
We call the first type of theft robbery or armed rob-
bery, and the second type fraud. Robbery is generally
more violent and more traumatic than fraud and usu-
ally attracts much more media attention, but losses
from fraud far exceed losses from robbery.

Although there are many formal definitions of
fraud, probably the most common is the following:

Fraud is a generic term, and embraces all the multi-
farious means which human ingenuity can devise,
which are resorted to by one individual, to get an
advantage over another by false representations. No
definite and invariable rule can be laid down as a
general proposition in defining fraud, as it includes
surprise, trickery, cunning and unfair ways by which
another is cheated. The only boundaries defining it
are those which limit human knavery.11

Fraud is deception that includes the following
elements:

1. A representation
2. About a material point,
3. Which is false,
4. And intentionally or recklessly so,
5. Which is believed
6. And acted upon by the victim
7. To the victim’s damage

C A U T I O N Who is in the best position to “con” you
right now? Who is in the best position to “con” your parents?
Remember, it is always those you “trust most” who are in
the best position to con you or commit fraud.

Fraud is different from unintentional errors. If, for
example, someone mistakenly enters incorrect numbers
on a financial statement, is this fraud? No, it is not
fraud because it was not done with intent or for the
purpose of gaining advantage over another through
false pretense. But, if in the same situation, someone
purposely enters incorrect numbers on a financial
statement to trick investors, then it is fraud!

As was discussed in the beginning of this chapter,
one of the most common types of fraud today is a scam
that lures investment funds from victims and then pays
those victims a premium or interest from money that is

paid by subsequent investors. This popular fraud
scheme, also known as a Ponzi scheme, was named
after Charles Ponzi who perpetrated a large scam in
the early 1900s. To better understand fraud in general,
let’s take a closer look at Charles Ponzi.

Charles Ponzi and the Famous
Ponzi Scheme

Carlo “Charles” Ponzi was born in Parma, Italy, in 1882 and
then emigrated to the United States in November 1903.
Over the next 14 years, Ponzi wandered from city to city
and from job to job. He worked as a dishwasher, waiter,
store clerk, and even as an Italian interpreter. In 1917, he
settled in Boston where he took a job typing and answering
foreign mail. It was in Boston in 1919 that Ponzi discovered
the mechanism that he thought would make both him and
his investors very wealthy.12

At the time, Ponzi was considering publishing an export
magazine. He had written a letter about the proposed publi-
cation to a gentleman in Spain, and when Ponzi received his
reply, the man had included an international postal reply
coupon. The idea behind this enclosure was quite simple.
Ponzi was to take the coupon to his local post office and
exchange it for American postage stamps. He would then
use those American stamps to send magazines to Spain.

Ponzi noticed that the postal coupon had been pur-
chased in Spain for about one cent in American funds.
Yet, when he cashed it in, he was able to get six American
one-cent stamps. Immediately, Ponzi started to consider
the many possibilities to invest. Assuming this was possi-
ble, he could buy $100 worth of stamps or coupons in
Spain and he could then cash in or sell the stamps to a
third party. In the early 1900s, just like today, it was impos-
sible to get this kind of interest in a bank.13

Ponzi’s mind quickly went into overdrive and he devised
a clever scheme to capitalize on his idea. He was deter-
mined to be a rich man. His first step was to convert his
American money into Italian lire (or any other currency
where the exchange rate was favorable). Ponzi’s foreign
agents would then use these funds to purchase interna-
tional postal coupons in countries with weak economies.
The stamp coupons were then exchanged back into a
favorable foreign currency and finally back into American
funds. He claimed that his net profit on all these transac-
tions was in excess of 400 percent.

Was he really able to do this? The answer is “no.” The
red tape of dealing with the various postal organizations,
coupled with the long delays in transferring currency, ate
away at all of Ponzi’s imagined profits.

However, a failed scheme couldn’t keep Ponzi from
bragging about his great idea. As a result, friends and
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family members understood what he was saying, and they
wanted in on the investment.

On December 26, 1919, Ponzi filed an application with the
city clerk establishing his business as The Security Exchange
Company. He promised 50 percent interest in 90 days, and
the world wanted in. However, personally he claimed to be
able to deliver on his promise in just 45 days. This, of course,
translates into doubling investors’ money in just 90 days.

Word spread very quickly about Ponzi’s great idea, and
within a few short months, the lines outside the door of his
School Street office began to grow. Thousands of people
purchased Ponzi promissory notes at values ranging from
$10 to $50,000. The average investment was estimated to
be about $300, a large sum of money in the 1920s.

Why would so many people invest in a scheme that
didn’t work? The real reason was that the early investors
did see the promised returns on their money. Ponzi used
the money from later investors to pay off his earlier obliga-
tions. It was a new twist on the age-old pyramid scheme.

With an estimated income of $1,000,000 per week at the
height of his scheme, his newly hired staff couldn’t take in
the money fast enough. They were literally filling all of the
desk drawers, wastepaper baskets, and closets in the office
with investors’ cash. Branch offices opened, and copycat
schemes popped up across New England.

By the summer of 1920, Ponzi had taken in millions and
started living the life of a very rich man. Ponzi dressed in
the finest suits, had dozens of gold-handled canes, show-
ered his wife in fine jewelry, and purchased a 20-room
Lexington mansion.

Any get-rich scheme is certain to attract the attention of
the law, and Ponzi’s was no exception. From the start, fed-
eral, state, and local authorities investigated him. Yet, no
one could pin Ponzi with a single charge of wrongdoing.
Ponzi had managed to pay off all of his notes in the prom-
ised 45 days and, since everyone was happy to get their
earnings, not a single complaint had ever been filed.

On July 26, 1920, Ponzi’s house of cards began to col-
lapse. The Boston Post headlined a story on the front page
questioning the legitimacy of Ponzi’s scheme. Later that
day, the district somehow convinced Ponzi to suspend tak-
ing in new investments until an auditor examined his
books. Within hours, crowds of people lined up outside
Ponzi’s door demanding that they get their investment
back. Ponzi obliged and assured the public that his organi-
zation was financially stable and that he could meet all obli-
gations. He returned the money to those who requested it.
By the end of the first day, he had settled nearly 1,000
claims with the panicked crowd.

By continuing to meet all of his obligations, the angry
masses began to dwindle and public support swelled.
Crowds followed Ponzi’s every move. He was urged by
many to enter politics and was hailed as a hero. Loud
cheers and applause were coupled with people eager to
touch his hand and assure him of their confidence.

Because of the additional attention, Ponzi dreamed of
opening more investments. For example, Ponzi began to
make plans to establish a new type of bank where the profits
would be split equally between shareholders and depositors.
Ponzi also planned to reopen his company under a new
name, the Charles Ponzi Company, whose main purpose
was to invest in industries throughout the world.

The public continued to support Ponzi until August 10,
1920. On this date, the auditors, banks, and newspapers
declared that Ponzi was indeed bankrupt. Two days later,
Ponzi confessed to serving 20 months in a Canadian prison
in 1908 on forgery charges related to a similar high-interest
scheme followed by an additional two-year sentence in
Atlanta, Georgia, for smuggling five Italians over the
Canadian border into the United States.

On August 13, Ponzi was finally arrested by federal
authorities and released on $25,000 bond. Just moments
later, he was rearrested by Massachusetts authorities and
re-released on an additional $25,000 bond.

Following his arrest, there were federal and state civil
and criminal trials, bankruptcy hearings, suits against
Ponzi, suits filed by Ponzi, and the ultimate closing of five
different banks. An estimated 40,000 people had entrusted
an estimated $15 million (about $140 million in U.S. funds
today) in Ponzi’s scheme. A final audit of his books con-
cluded that he had taken in enough funds to buy approxi-
mately 180 million postal coupons, of which authorities
could only actually confirm the purchase of two.

Ponzi’s only legitimate source of income was $45 that
he received as a dividend of five shares of telephone
stock. His total assets came to $1,593,834.12, which didn’t
come close to paying off the outstanding debt. It took about
eight years, but noteholders were able to receive an esti-
mated 37 percent of their investment returned in
installments.

Ultimately, Ponzi was sentenced to five years in federal
prison. After three years in prison, Ponzi was sentenced to
an additional seven to nine years by Massachusetts’
authorities. However, Ponzi was released on $14,000 bond
pending an appeal and disappeared the following month.

Ponzi turned up a short time later in Florida under the
assumed name of Charles Borelli. Again, Ponzi was
involved in a pyramid land scheme by purchasing land at
$16 an acre, subdividing it into 23 lots, and selling each lot
for $10 a piece. He promised all investors that their initial
$10 investment would translate into $5.3 million in just two
years. Unfortunately, much of the land was under water
and worthless.

Ponzi was again indicted for fraud and sentenced to one
year in a Florida prison. Once again, Ponzi jumped bail and
was later found in Texas. Ponzi hopped a freighter headed
for Italy but was captured on June 28 in a New Orleans
port. On June 30, he sent a telegram to President Calvin
Coolidge asking to be deported. Ponzi’s request was
denied, and he was sent back to Boston to complete his
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jail term. After seven years, Ponzi was released on good
behavior and deported to Italy on October 7, 1934. Back in
Rome, Ponzi became an English translator. Mussolini then
offered Ponzi a position with Italy’s new airline, and he
served as the Rio de Janeiro branch manager from 1939
to 1942. Ponzi discovered that several airline officials were
using the carrier to smuggle currency, and Ponzi wanted a
cut. When they refused to include him, he tipped off the
Brazilian government. World War II brought about the air-
line’s failure, and Ponzi found himself unemployed.

Ponzi died in January 1949 in the charity ward of a Rio
de Janeiro hospital. He left behind an unfinished manu-
script appropriately titled The Fall of Mister Ponzi.

Fraud, Greed, Deception, and Confidence
Ponzi’s scam is extremely helpful in understanding fraud.
Certainly, the scheme involved deception. It also involved
greed by the perpetrator and—this is important—greed by
the investors, who wanted higher-than-sensible returns.
Finally, Ponzi’s scheme involved the element of confidence.
If he had not paid returns to original investors, no one
would have invested additional money. By paying early
“returns,” Ponzi gained investors’ confidence and con-
vinced them that he had a legitimate business. In fact, con-
fidence is the single most critical element for fraud to be
successful. (The word “con,” which means to deceive,
comes from the word “confidence.”) It is difficult to con
anyone out of anything unless the deceived has confidence
in the deceiver. We cannot be conned unless we trust the
person trying to deceive us. Similarly, employers cannot
con employees if they do not have their employees’ trust
and confidence. And, without investor confidence, fraudu-
lent companies cannot con unsuspecting investors.

The following scenario illustrates the role that con-
fidence plays in committing fraud:

Two men enter a bank. One is dressed in a business
suit and is well groomed. The second has scraggly
hair, has tattoos up and down both arms, is wearing
tattered jeans, and is carrying a motorcycle helmet
under his arm. Based on the probably unfounded
categorization of these two individuals by most peo-
ple in society, which one do you think is in the best
position to successfully con a teller?

Most of us would agree that the man in the business suit
is in a better position to defraud the bank. He is, simply put,
much more likely to be trusted, stereotypes being what they
are. Most people would argue that the scraggly fellow is
unlikely to pull off a successful fraud because the bank
employees would be less likely to trust him, at least
initially.

One common response of fraud victims is disbelief:
“I can’t believe she would do this. She was my most
trusted employee … Or my best customer … Or my
best friend.” Someone who understands fraud will sadly
tell you, “What else could they be? They wouldn’t have
succeeded without your trust!” Indeed, fraud perpetra-
tors are often the least suspected and the most trusted
of all the people with whom victims associate.

One company’s research revealed that its largest group
of fraud perpetrators is comprised of people between the
ages of 36 and 45.14 The statistics don’t tell us why this is
the case, but we assume that this age group includes man-
agers who have worked themselves into positions of trust.
In addition, they are probably the group with the highest
financial pressures. When young people graduate from
college, they look ahead and think, “By the time I’m 40,
I’ll have my house and cars paid off and have savings to
pay for my children’s college.” But, when many people
reach 40, their houses and cars are mortgaged to the hilt
and they have no savings to pay for their children’s college.
During this same time frame (36–45), people are also bet-
ter positioned in their careers to commit fraud. As we will
discuss in future chapters, any time opportunity and pres-
sures are present, the probability of fraud increases.

Remember this …
Fraud involves all deceptive ways in which one
individual obtains an advantage over another by
false representations. Fraud always involves con-
fidence and trickery. Fraud is different than rob-
bery where force is almost always used.

S T O P & T H I N K Why is it more difficult to tell if
someone can be trusted on the Internet than in person?

Types of Fraud
While there are many ways to classify the various types of
fraud, the most common way is to simply divide frauds
into those that are committed against organizations and
those that are committed on behalf of organizations.

In employee fraud, for example—fraud committed
against an organization—the victim of the fraud is the
employee’s employer.15 On the other hand, with finan-
cial statement fraud, for example, executives usually
commit fraud “on behalf” of an organization,16 usually
to make the company’s reported financial results look
better than they actually are. In this case, the executives
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